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DIRECTIVE: CICSI 3231.01B TITLE: SAFEGUARDING THE SINGLE INTEGRATED OPERATIONAL PLAN (U)
LEAD AGENT: J-3 DATE OF DOCUMENT: 15 June 2006 CLASSIFICATION: SECRET SCOPE: CJCSI
3231.01B: (1) Emphasizes the need for strict observance of basic security regulations in safeguarding
the SIOP; (2) Emphasizes that stringent control must be exercised over SIOP-ESI, as defined in Part II
of CICS| Glossary; (3) Provides the basic policy for the identifications of SIOP-ESI; and (4) Provides
specific security controls and procedures to ensure that distribution of and access to SIOP-ESI are
authorized with utmost discrimination in all cases. This CJCSI applies to all holders, users, and

processors of SlOP information.

DIRECTIVE: CJCSI 3231.04C TITLE: GUIDANCE FOR THE SANITATION AND DISTRIBUTION OF SIOP
INFORMATION TO SACEUR, UNITED KINGDOM LIAISON CELL; DIRECTOR, STRATEGIC WEAPON
SYSTEM; AND UNITED KINGDOM STRATEGIC TARGETING CENTER (U) 22 LEAD AGENT: J-3 DATE OF
DOCUMENT: 6 July 2004 CLASSIFICATION: SECRET SCOPE: CICSI 3231.04C contains delegation of
authority and guidance for the disclosure of sanitized US SIOP (now referred to as OPLAN 8044
REVISION)-related information to the following personnel and operating locations: (1) SACEUR; (2)
United Kingdom Liaison Cell (UKLC) at USSTRATCOM,; (3) Director, Strategic Weapons Systems
(DGSWS), Bath, UK; and (4) United Kingdom Strategic Targeting Center (UKSTC), Ministry of Defense,
London, United Kingdom. This CJCSI applies to all holders, users, and processors of OPLAN 8044
information.
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